Univerzita Palackého
v Olomouci
SMLOUVA

o zajisténi a zpfistupnéni elektronického informacéniho zdroje DynaMed Plus

€. 079/0VZ/PV/2019

Univerzita Palackého v Olomouci

verejna vysoka Skola — rezim existence dle zakona ¢. 111/1998 Sh., o vysokych Skolach a o
zméné a doplnéni dalSich zakont (zakon o vysokych Skolach), ve znéni pozdéjsich predpist
Se sidlem: Krizkovského 511/8, 771 47 Olomouc

ICO: 61989592

DIC: CZ61989592

Rektor: prof. Mgr. Jaroslav Miller, M.A., Ph.D.

Osoba opravnéna jednat ve vécech technickych: I

tel.:

Bankovni spojeni: N

¢. u.; I

(dale jen ,odbératel®)

a

EBSCO Information Services s.r.o.

Se sidlem: Klimentska 1746/52, 110 00 Praha 1

Zapsan v obchodnim rejstfiku vedeném Méstskym soudem v Praze, oddil C, vlozka 24504
ICO: 49621823

DIC: CZ49621823

Jednajici: I - na zakladé plné moci jednatele, p. Cary Bruce
Osoba opravnéna jednat ve vécech technickych: [ IEGcNIzINNI

tel: I -l
Bankovni spojeni: I

¢. u.: I

(dale jen ,dodavatel®)

uzavfeli nize uvedeného dne, mésice a roku ve smyslu ustanoveni § 1746 odst. 2 zdkona ¢.

89/2012 Sb., obCansky zakonik, ve znéni pozdéjSich predpisu (dale jen ,ob&ansky zakonik®)

nasledujici smlouvu o zajisténi a zpfistupnéni elektronického informacéniho zdroje DynaMed
Plus (dale jen ,smlouva®):

Clanek I.
Predmét smlouvy

1. Pfedmétem této smlouvy je zajisténi on-line pfistupu k elektronickému informaénimu
zdroji DynaMed Plus.

2. Dodavatel se zavazuje zajistit odbérateli on-line pfistup k elektronickému informacnimu
zdroji DynaMed Plus za nize uvedenych obchodnich podminek. Odbératel se za to do-
davateli zavazuje zaplatit dohodnutou cenu.
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Clanek II.
Termin pInéni

PrFistup k elektronickému informacnimu zdroji DynaMed Plus bude zajistén od 01. 05.
2019 do 30. 04. 2020.

Clanek IlI.
Technicka podpora

Dodavatel se zavazuje poskytovat odbérateli technickou podporu nezbytnou pro to, aby
mohl odbératel pfistup k elektronickému informacnimu zdroji DynaMed Plus pIné vyuzi-
vat. Dodavatel bude odbérateli k dispozici pro poskytnuti nezbytné technické podpory
prostfednictvim telefonu, pfip. emailu.

Dodavatel se zavazuje, Ze veSkeré zavady branici fadnému pfistupu odbératele
k elektronickému informacnimu zdroji DynaMed Plus odstrani do 3 pracovnich dnu od je-
jich nahlaseni. Ustanoveni tohoto bodu se netyka pfedem radné nahlasenych omezeni
pfistupu, o kterych bude odbératel dodavatelem prokazatelné uvédomen alespon 5 pra-
covnich dnl pfedem.

V pfipadé nedodrzeni dohodnutého terminu odstranéni zavad branicich Fadnému pristu-
pu odbératele k elektronickému informacnimu zdroji DynaMed Plus dle bodu 2. tohoto
Clanku se dodavatel zavazuje odbérateli zaplatit smluvni pokutu ve vysi 0,2 % z ceny
pfedmeétu plnéni bez DPH, a to za kazdych zapoc€atych 24 hodin prodleni. Tim neni do-
téeno opravnéni odbératele pozadovat nahradu $kody zpusobenou porusenim povinnosti
ze strany dodavatele, na kterou se vztahuje smluvni pokuta.

Clanek IV.
Informacni a administrativni podpora

Dodavatel se zavazuje poskytovat informacni a administrativni podporu odbérateli v sou-
vislosti s uZivanim pfistupu k elektronickému informaénimu zdroji DynaMed Plus.
Nejpozdéji do 3 pracovnich dnu od nabyti G¢innosti smlouvy poskytne dodavatel odbéra-
teli kontaktni emailovou adresu, na kterou bude moci odbératel sméfovat Zadosti o po-
skytnuti informacéni a administrativni podpory. Dodavatel se zavazuje na zaslané zadosti
o poskytnuti informacni a administrativni podpory odbérateli odpovédét nejpozdéji do 3
pracovnich dng.

V pfipadé nedodrzeni dohodnutého terminu odpovédi na zaslanou zadost o poskytnuti
informacni a administrativni podpory dle bodu 1. tohoto ¢lanku se dodavatel zavazuje
odbérateli zaplatit smluvni pokutu ve vysi 0,2 % z ceny pfedmétu pinéni bez DPH, a to za
kazdy zapoCaty pracovni den prodleni. Tim neni dotéeno pravo odbératele pozadovat
nahradu Skody zpusobenou poruSenim povinnosti ze strany dodavatele, na kterou se
vztahuje smluvni pokuta.

Dodavatel se dale zavazuje odbératele bezodkladné informovat o v8ech zménéach tykaji-
cich se licence k elektronickému informacnimu zdroji DynaMed.
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Clanek V.
Cena

Celkova cena licence k elektronickému informaénimu zdroji DynaMed Plus je uvedena
v cenoveé tabulce, ktera je prilohou €. 1 této smlouvy. Cena je uvedena v USD bez DPH.

Celkova cena licence k elektronickému informaénimu zdroji DynaMed Plus zahrnuje ves-
keré naklady dodavatele spojené s plnénim podle této smlouvy.

Clanek VL.
Platebni podminky

Cena pfedmétu plnéni bude odbératelem hrazena na zakladé danového dokladu (dale
jen faktura“) vystaveného dodavatelem v Ceskych korunach. Fakturovana cCastka
v eskych korunach bude kalkulovana na zakladé ceny uvedené v pfiloze &. 1 této
smlouvy dle aktualniho smé&nného stfedového kurzu Ceské narodni banky v den vysta-
veni faktury. Bude aplikovana dar z pfidané hodnoty v aktualni zakonné vysi.

Faktura bude vystavena po nabyti U€innosti této smlouvy a doruéena odbérateli. Splat-

nost faktury je 30 kalendarnich dnd ode dne jejiho prokazatelného doruceni odbérateli.

Clanek VII.
Smluvni pokuty

. 'V pfipadé nedodrzeni dohodnutého terminu zajisténi pfistupu k elektronickému infor-

macnimu zdroji DynaMed Plus se dodavatel zavazuje odbérateli zaplatit smluvni pokutu
ve vySi 0,2 % z ceny pfedmétu pinéni bez DPH, a to za kazdy i zapo€aty den prodleni.
Tim neni dotéeno opravnéni odbératele pozadovat nahradu Skody zpusobenou poruse-
nim povinnosti ze strany dodavatele, na kterou se vztahuje smluvni pokuta.

Veskeré smluvni pokuty uvedené v této smlouvé se stavaji splatnymi dnem nasledujicim
po dni, ve kterém na né vznikl narok.

Clanek VIII.
Odstoupeni od smlouvy

Od smlouvy Ize odstoupit v pfipadé podstatného poruseni smluvnich zavazkd druhou
smluvni stranou. Odstoupeni od této smlouvy musi byt u€inéno pisemné a nabyva
ucinnosti dnem doruceni pisemného oznameni druhé smluvni strané. Za podstatné
poruseni této smlouvy se povazuji: prodleni odbératele se zaplacenim ceny presahujici
20 kalendarnich dnl, prodleni dodavatele se zpfistupnénim produktl odbérateli ve
sjednané Ihité dle této smlouvy.
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Clanek IX.
Ostatni ujednani

Pfipadné rozpory se smluvni strany zavazuji fesit dohodou. Teprve nebude-li dosazeni
dohody mezi nimi mozné, bude véc feSena u vécné pfislusného soudu dle zakona &.
99/1963 Sb., obCansky soudni fad, ve znéni pozdéjSich predpisl, a to u mistné pfislus-
ného soudu, v jehoZ obvodu ma sidlo odbératel.

Dodavatel se zavazuje poskytnout doklady souvisejici s plnénim této smlouvy na realiza-
ci vefejné zakazky vSem subjektim provadéjicim audit a kontrolu dle zakona 320/2001
Sb., o finanéni kontrole, ve znéni pozdéjSich predpisu, u odbératele v souvislosti s touto
smlouvou a poskytnout vdechny nezbytné informace tykajici se dodavatelskych Cinnosti.

Dodavatel bere na védomi, Zze podle § 2 pism. e) zakona &. 320/2001 Sb., o finan&ni kon-
trole, ve znéni pozdéjSich predpisu, je osobou povinnou spolupusobit pfi vykonu finanéni
kontroly. Tato povinnost se tyka vedle této smlouvy rovnéz nabidky podané do zadavaci-
ho Fizeni vefejné zakazky a souvisejicich dokumentd, i kdyZz podléhaji ochrané podle
zvlastnich pravnich predpist (napf. jako obchodni tajemstvi, utajované skute€nosti) za
predpokladu, Ze budou spinény pozadavky kladené zvlastnimi pravnimi pfedpisy (napf. §
11 pism. c) a d), § 12 odst. 2 pism. f) zakona €. 552/1991 Sb., o statni kontrole, ve znéni
pozdéjSich predpist). Dodavatel prohlasuje, Ze obdobnou povinnosti smluvné zavaze ta-
ké své pfipadné poddodavatele, ktefi se na plnéni této smlouvy budou podilet.

Pravni vztahy vyplyvajici z této smlouvy i vztahy mezi smluvnimi stranami v ni vyslovné
neupravené se fidi obanskym zakonikem.

Kazda ze smluvnich stran prohlasuje, Ze tuto smlouvu uzavira svobodné a vazné, jejimu
obsahu porozuméla a jsou ji znamy vSechny skute€nosti, jeZz jsou pro uzavieni této
smlouvy rozhodujici.

Smlouvu Ize ménit pouze pisemnymi dodatky, podepsanymi opravnénymi zastupci obou
smluvnich stran.

Tato smlouva je uzaviena podle § 1746 odst. 2 ob&anského zakoniku a ve vécech neu-
pravenych touto smlouvou se prava a povinnosti smluvnich stran fidi v celém rozsahu
pfislusnymi ustanovenimi ob&anského zakoniku, pokud neni v této smlouvé sjednano
odchylné jinak. Smluvni strany si v souladu s § 630 odst. 1 ob&anského zakoniku ujedna-
ly odchylné od § 629 odst. 1 obfanského zakoniku pro prava vyplyvajici z této smlouvy
nebo jejiho poruseni del§i promi€eci Ihatu poc¢itanou ode dne, kdy pravo mohlo byt uplat-
néno poprve, a to promli€eci Ihutu v trvani péti let, tim vSak neni vylouéeno ustanoveni §
639 ob¢anského zakoniku.

Ujednani této smlouvy jsou vzajemné oddélitelna. Pokud jakakoli ¢ast zavazku podle této
smlouvy je nebo se stane neplatnou ¢i nevymahatelnou, nebude to mit vliv na platnost a
vymahatelnost ostatnich zavazku podle této smlouvy a smluvni strany se zavazuji nahra-
dit takovouto neplatnou nebo nevymahatelnou ¢ast zavazku novou, plathou a vymahatel-
nou Casti zavazku, jejiz pfedmét bude nejlépe odpovidat predmétu puvodniho zavazku.
Pokud by smlouva neobsahovala né&jaké ujednani, jehoz stanoveni by bylo jinak pro vy-
mezeni prav a povinnosti odivodnéné, smluvni strany ucini vSe pro to, aby takové ujed-
nani bylo do smlouvy doplnéno.

Dodavatel neni opravnén bez souhlasu odbératele postoupit sva prava a povinnosti ply-
nouci z této smlouvy treti osobé.

Univerzita Palackého v Olomouci | Kfizkovského 511/8 | 771 47 Olomouc Strana 4
www.upol.cz



Univerzita Palackého
v Olomouci

10. Tato smlouva nabyva platnosti dnem jejiho podpisu ob&éma smluvnimi stranami a ucin-
nosti nabyva dnem jejiho uvefejnéni odbératelem podle zakona ¢&. 340/2015 Sb., o regis-
tru smluv, v iéinném znéni.

11. Tato smlouva je vyhotovena v elektronické podobé.
12. Odbératel si vyhrazuje pravo zverejnit cely obsah této smlouvy.

13. Dodavatel bere na védomi, Ze tato smlouva vcetné vSech jejich pfiloh podléha povinné-
mu uvefejnéni podle zakona €. 340/2015 Sb., o registru smluv, v a&inném znéni.

14. Nedilnou soucasti smlouvy je:
Pfiloha ¢€.1 - Pfehled cen licence k elektronickému informaé&nimu zdroji DynaMed Plus
PFiloha ¢€.2 - EBSCO LICENSE AGREEMENT

V Praze dne 16.04.2019 V Olomouci dne 18.04.2019

Za dodavatele Za odbératele

EBSCO Information Services s.r.o. Univerzita Palackého v Olomouci
| prof. Mgr. Jaroslav Miller, M. A., Ph.D.

na zakladé plné moci rektor
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Priloha €. 1 smlouvy
Prehled cen licence k elektronickému informaénimu zdroji DynaMed Plus

licence k elektror;ig'l'(;rinu informac¢nimu od 01. 05. 2019 do 30. 04. 2020
DynaMed Plus 21.937,00 USD
Cena celkem bez DPH: 21.937,00 USD
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EBSCO LICENSE AGREEMENT

By using the services available at this site or by making the services available to Authorized Users, the Authorized
Users and the Licensee agree to comply with the following terms and conditions (the "Agreement"). For purposes of
this Agreement, "EBSCO" is EBSCO Publishing, Inc.; the "Licensee" is the entity or institution that makes available
databases and services offered by EBSCO; the "Sites" are the Internet websites offered or operated by Licensee from
which Authorized Users can obtain access to EBSCO's Databases and Services; and the "Authorized User(s)" are
employees, students, registered patrons, walk-in patrons, or other persons affiliated with Licensee or otherwise
permitted to use Licensee's facilities and authorized by Licensee to access Databases or Services. "Authorized
User(s)" do not include alumni of the Licensee. "Services" shall mean EBSCOhost, EBSCOhost Integrated Search,
EBSCO Discovery Service, EBSCO eBooks, Flipster and related products to which Licensee has purchased access or
a subscription. "Services" shall also include audiobooks and eBooks to which a Licensee has purchased access or a
subscription and periodicals to which Licensee has purchased a subscription. "Databases" shall mean the products
made available by EBSCO. EBSCO disclaims any liability for the accuracy, completeness or functionality of any
material contained herein, referred to, or linked to. Publication of the servicing information in this content does not
imply approval of the manufacturers of the products covered. EBSCO assumes no responsibility for errors or
omissions nor any liability for damages from use of the information contained herein. Persons engaging in the
procedures included herein do so entirely at their own risk..

I. LICENSE

A. EBSCO hereby grants to the Licensee a nontransferable and non-exclusive right to use the Databases and
Services made available by EBSCO according to the terms and conditions of this Agreement. The Databases and
Services made available to Authorized Users are the subject of copyright protection, and the original copyright owner
(EBSCO or its licensors) retains the ownership of the Databases and Services and all portions thereof. EBSCO does
not transfer any ownership, and the Licensee and Sites may not reproduce, distribute, display, modify, transfer or
transmit, in any form, or by any means, any Database or Service or any portion thereof without the prior written
consent of EBSCO, except as specifically authorized in this Agreement.

B. The Licensee is authorized to provide on-site access through the Sites to the Databases and Services to any
Authorized User. The Licensee may not post passwords to the Databases or Services on any publicly indexed
websites. The Licensee and Sites are authorized to provide remote access to the Databases and Services only to
their patrons as long as security procedures are undertaken that will prevent remote access by institutions, employees
at non-subscribing institutions or individuals, that are not parties to this Agreement who are not expressly and
specifically granted access by EBSCO. For the avoidance of doubt, if Licensee provides remote access to individuals
on a broader scale than was contemplated at the inception of this Agreement then EBSCO may hold the Licensee in
breach and suspend access to the Database(s) or Services. Remote access to the Databases or Services is
permitted to patrons of subscribing institutions accessing from remote locations for personal, non-
commercial use. However, remote access to the Databases or Services from non-subscribing institutions is
not allowed if the purpose of the use is for commercial gain through cost reduction or avoidance for a non-
subscribing institution.

C. Licensee and Authorized Users agree to abide by the Copyright Act of 1976 as well as by any contractual
restrictions, copyright restrictions, or other restrictions provided by publishers and specified in the Databases or
Services. Pursuant to these terms and conditions, the Licensee and Authorized Users may download or print limited
copies of citations, abstracts, full text or portions thereof, provided the information is used solely in accordance with
copyright law. Licensee and Authorized Users may not publish the information. Licensee and Authorized Users shall
not use the Database or Services as a component of or the basis of any other publication prepared for sale and will
neither duplicate nor alter the Databases or Services or any of the content therein in any manner, nor use same for
sale or distribution. Licensee and Authorized Users may create printouts of materials retrieved through the Databases
or Services online printing, offline printing, facsimile or electronic mail. All reproduction and distribution of such
printouts, and all downloading and electronic storage of materials retrieved through the Databases or Services shall
be for internal or personal use. Downloading all or parts of the Databases or Services in a systematic or regular
manner so as to create a collection of materials comprising all or part of the Databases or Services is strictly
prohibited whether or not such collection is in electronic or print form. Notwithstanding the above restrictions, this
paragraph shall not restrict the use of the materials under the doctrine of "fair use" as defined under the laws of the
United States. Publishers may impose their own conditions of use applicable only to their content. Such conditions of
use shall be displayed on the computer screen displays associated with such content. The Licensee shall take all
reasonable precautions to limit the usage of the Databases or Services to those specifically authorized by this
Agreement.

D. Authorized Sites may be added or deleted from this Agreement as mutually agreed upon by EBSCO and Licensee

E. Licensee agrees to comply with the Copyright Act of 1976, and agrees to indemnify EBSCO against any actions by
Licensee that are not consistent with the Copyright Act of 1976.



F. The computer software utilized via EBSCO's Databases and Service(s) is protected by copyright law and
international treaties. Unauthorized reproduction or distribution of this software, or any portion of it, is not allowed.
User shall not reverse engineer, decompile, disassemble, modify, translate, make any attempt to discover the source
code of the software, or create derivative works from the software.

G. The Databases are not intended to replace Licensee's existing subscriptions to content available in the Databases.
H. Licensee agrees not to include any advertising in the Databases or Services.
II. LIMITED WARRANTY AND LIMITATION OF LIABILITY

A. EBSCO and its licensors disclaim all warranties, express or implied, including, but not limited to, warranties of
merchantability, noninfringement, or fitness for a particular purpose. Neither EBSCO nor its licensors assume or
authorize any other person to assume for EBSCO or its licensors any other liability in connection with the licensing of
the Databases or the Services under this Agreement and/or its use thereof by the Licensee and Sites or Authorized
Users.

B. THE MAXIMUM LIABILITY OF EBSCO AND ITS LICENSORS, IF ANY, UNDER THIS AGREEMENT, OR
ARISING OUT OF ANY CLAIM RELATED TO THE PRODUCTS, FOR DIRECT DAMAGES, WHETHER IN
CONTRACT, TORT OR OTHERWISE SHALL BE LIMITED TO THE TOTAL AMOUNT OF FEES RECEIVED BY
EBSCO FROM LICENSEE HEREUNDER UP TO THE TIME THE CAUSE OF ACTION GIVING RISE TO SUCH
LIABILITY OCCURRED. IN NO EVENT SHALL EBSCO OR ITS LICENSORS BE LIABLE TO LICENSEE OR ANY
AUTHORIZED USER FOR ANY INDIRECT, INCIDENTAL, CONSEQUENTIAL, PUNITIVE OR SPECIAL DAMAGES
RELATED TO THE USE OF THE DATABASES OR SERVICES OR TO THESE TERMS AND CONDITIONS, EVEN
IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

C. Licensee is responsible for maintaining a valid license to the third party resources configured to be used via the
Services (if applicable). EBSCO disclaims any responsibility or liability for a Licensee accessing the third party
resources without proper authorization.

D. EBSCO is not responsible if the third party resources accessible via the Services fail to operate properly or if the
third party resources accessible via the Services cause issues for the Licensee. While EBSCO will make best efforts
to help troubleshoot problems, Licensee acknowledges that certain aspects of functionality may be dependent on third
party resource providers who may need to be contacted directly for resolution.

[ll. PRICE AND PAYMENT

A. License fees have been agreed upon by EBSCO and the Licensee, and include all retrospective issues of the
Product(s) as well as updates furnished during the term of this Agreement. The Licensee's obligations of payment
shall be to EBSCO or its assignee. Payments are due upon receipt of invoice(s) and will be deemed delinquent if not
received within thirty (30) days. Delinquent invoices are subject to interest charges of 12% per annum on the unpaid
balance (or the maximum rate allowed by law if such rate is less than 12%). The Licensee will be liable for all costs of
collection. Failure or delay in rendering payments due EBSCO under this Agreement will, at EBSCO's option,
constitute material breach of this Agreement. If changes are made resulting in amendments to the listing of authorized
Sites, Databases, Services and pricing identified in this Agreement, pro rata adjustments of the contracted price will
be calculated by EBSCO and invoiced to the Licensee and/or Sites accordingly as of the date of any such changes.
Payment will be due upon receipt of any additional pro rata invoices and will be deemed delinquent if not received
within thirty (30) days of the invoice dates.

B. Taxes, if any, are not included in the agreed upon price and may be invoiced separately. Any taxes applicable to
the Database(s) under this Agreement, whether or not such taxes are invoiced by EBSCO, will be the exclusive
responsibility of the Licensee and/or Sites.

IV. TERMINATION

A. In the event of a breach of any of its obligations under this Agreement, Licensee shall have the right to remedy the
breach within thirty (30) days upon receipt of written notice from EBSCO. Within the period of such notice, Licensee
shall make every reasonable effort and document said effort to remedy such a breach and shall institute any
reasonable procedures to prevent future occurrences of such breaches. If the Licensee fails to remedy such a breach
within the period of thirty (30) days, EBSCO may (at its option) terminate this Agreement upon written notice to the
Licensee.

B. If EBSCO becomes aware of a material breach of Licensee's obligations under this Agreement or a breach by
Licensee or Authorized Users of the rights of EBSCO or its licensors or an infringement on the rights of EBSCO or its
licensors, then EBSCO will notify the Licensee immediately in writing and shall have the right to temporarily suspend
the Licensee's access to the Databases or Services. Licensee shall be given the opportunity to remedy the breach or
infringement within thirty (30) days following receipt of written notice from EBSCO. Once the breach or infringement
has been remedied or the offending activity halted, EBSCO shall reinstate access to the Databases or Services. If the



Licensee does not satisfactorily remedy the offending activity within thirty (30) days, EBSCO may terminate this
Agreement upon written notice to the Licensee.

C. The provisions set forth in Sections I, Il and V of this Agreement shall survive the term of this Agreement and shall
continue in force into perpetuity.

V. NOTICES OF CLAIMED COPYRIGHT INFRINGEMENT

EBSCO has appointed an agent to receive notifications of claims of copyright infringement regarding materials
available or accessible on, through, or in connection with our services. Any person authorized to act for a copyright
owner may notify us of such claims by contacting the following agent; Il EBSCO Publishing, 10 Estes Street,
Ipswich, MA 01938; phone:* fax; I - o I N contacting this agent, the
contacting person must provide all relevant information, including the elements of natification set forth in 17 U.S.C.
512.

VI. GENERAL

A. Neither EBSCO nor its licensors will be liable or deemed to be in default for any delays or failure in performance
resulting directly or indirectly from any cause or circumstance beyond its reasonable control, including but not limited
to acts of God, war, riot, embargoes, acts of civil or military authority, rain, fire, flood, accidents, earthquake(s), strikes
or labor shortages, transportation facilities shortages or failures of equipment, or failures of the Internet.

B. This Agreement and the license granted herein may not be assigned by the Licensee to any third party without
written consent of EBSCO.

C. If any term or condition of this Agreement is found by a court of competent jurisdiction or administrative agency to
be invalid or unenforceable, the remaining terms and conditions thereof shall remain in full force and effect so long as
a valid Agreement is in effect.

D. If the Licensee and/or Sites use purchase orders in conjunction with this Agreement, then the Licensee and/or Sites
agree that the following statement is hereby automatically made part of such purchase orders: "The terms and
conditions set forth in the EBSCO License Agreement are made part of this purchase order and are in lieu of all terms
and conditions, express or implied, in this purchase order, including any renewals hereof."

E. This Agreement represents the entire agreement and understanding of the parties with respect to the subject
matter hereof and supersedes any and all prior agreements and understandings, written and/or oral. There are no
representations, warranties, promises, covenants or undertakings, except as described here.

F. EBSCO grants to the Licensee a non-transferable right to utilize any IP addresses provided by EBSCO to Licensee
to be used with the Services. EBSCO does not transfer any ownership of the IP addresses it provides to Licensee. In
the event of termination of the Licensee's license to the Services, the Licensee's right to utilize such IP addresses will
cease.

DATA PROCESSING ADDENDUM

This Data Processing Addendum (the “Addendum”) is made effective on May 25, 2018 (the “Addendum Effective
Date”) by and between EBSCO Publishing, Inc. (“Service Provider”) and Data Controller (“Customer”). This
Addendum is being entered into in connection with and subject to the terms and conditions contained in the License
Agreement between Service Provider and Customer (the “Agreement”). All capitalized terms used herein that are not
otherwise defined shall have the same meaning as ascribed to such terms in the Agreement.

1. Definitions
a. "Data Protection Legislation" means European Directives 95/46/EC and 2002/58/EC and any
legislation and/or regulation implementing or made pursuant to them, or which amends, replaces,
re-enacts or consolidates any of them (including the General Data Protection Regulation (GDPR));
b. "data processor", "data controller”, "data subject”, "personal data", "processing" and
"appropriate technical and organisational measures" shall be interpreted in accordance with
applicable Data Protection Legislation; and
c. "Services" shall have the meaning set forth in the Agreement (as applicable).
2. Data Protection
a. The provisions of this Section 1 shall apply to the personal data the Service Provider processes in
the course of providing Customer the Services. Service Provider is the data processor in relation to
the personal data that it processes in the course of providing Services to Customer. Customer is the
data controller in relation to the personal data that it processed by data processor on its behalf in
the course of providing Services to Customer.
b. The subject matter of the data processing is providing the Services and the processing will be
carried out until Service Provider ceases to provide any Services to Customer. Annex 1 of this



d.

e.

Addendum sets out the nature and purpose of the processing, the types of personal data Service
Provider processes and the data subjects whose personal data is processed.

When the Service Provider processes personal data in the course of providing Services to you,
Service Provider will:

i. process the personal data only in accordance with documented instructions from
Customer (as set forth in this Addendum or the Agreement or as directed by Customer). If
applicable law requires us to process the personal data for any other purpose, Service
Provider will inform Customer of this requirement first, unless such law(s) prohibit this;

ii. notify Customer promptly if, in Service Provider’'s opinion, an instruction for the processing
of personal data given by Customer infringes applicable Data Protection Legislation;

iii. assist Customer, taking into account the nature of the processing:

1. by appropriate technical and organizational measures and where possible, in
fulfilling Customer’s obligations to respond to requests from data subjects
exercising their rights;

2. in ensuring compliance with the obligations pursuant to Articles 32 to 36 of the
General Data Protection Regulation, taking into account the information available
to Service Provider; and

3. by making available to Customer all information reasonably requested by
Customer for the purpose of demonstrating that Customer’s obligations relating to
the appointment of processors as set out in Article 28 of the General Data
Protection Regulation have been met.

iv. implement and maintain appropriate technical and organizational measures to protect the
personal data against unauthorized or unlawful processing and against accidental loss,
destruction, damage, theft, alteration or disclosure. These measures shall be appropriate
to the harm which might result from any unauthorized or unlawful processing, accidental
loss, destruction, damage or theft of personal data and appropriate to the nature of the
personal data which is to be protected;

V. not give access to or transfer any personal data to any third party for such third party's
independent use (e.g., not directly related to providing the Services) without Customer’s
prior written consent. If Service Provider provides personal data to third party
subprocessors involved in providing the Service, Service Provider will include in our
agreement with any such third party subprocessor terms which are at least as favorable to
you as those contained herein and as are required by applicable Data Protection

Legislation;

Vi. ensure that Service Provider personnel required to access the personal data are subject to
a binding duty of confidentiality with regard to such personal data;

Vil. except as set forth in Section C.5 above or in accordance with documented instructions

from Customer (as set forth in this Addendum or the Agreement or as directed by
Customer), ensure that none of Service Provider personnel publish, disclose or divulge
any personal data to any third party;

viii. upon expiration or earlier termination of the Agreement, upon Customer’s written request,
securely destroy or return to you such personal data, and destroy existing copies unless
applicable laws require storage of such personal data; and

iX. at Service Provider’s option, allow Customer and Customer’s authorized representatives to
either (i) access and review up-to-date attestations, reports or extracts thereof from
independent bodies (e.g. external auditors, internal audit, data protection auditors) or
suitable certifications to ensure compliance with the terms of this Addendum; or (ii)
conduct audits or inspections, upon the parties mutual agreement, during the term of the
Agreement to ensure compliance with the terms of this Addendum in accordance with this
Section C.9. Notwithstanding the foregoing, any audit must be conducted during Service
Provider’s regular business hours, with reasonable advance notice to Service Provider and
subject to reasonable confidentiality procedures. In addition, audits shall be limited to once
per year, unless (a) Service Provider has experienced a Security Breach, as defined
herein, within the prior twelve (12) months; or (b) an audit reveals a material
noncompliance.

If Service Provider becomes aware of and confirms any accidental, unauthorized or unlawful

destruction, loss, alteration, or disclosure of, or access to Customer’s personal data that it
processes in the course of providing the Services (a "Security Breach"), Service Provider will notify
Customer within forty-eight hours.

All personal data processing is also covered by Service Provider’s Privacy Shield certification.
Service Provider agrees to (i) maintain Service Provider’'s Privacy Shield certification throughout the
term of the Agreement, provided Privacy Shield certification remains a valid basis under the Data

Protection Legislation for establishing adequate protections in respect of a transfer of personal data

outside of the European Economic Area or (ii) execute Standard Contractual Clauses in respect of
the processing of such personal data. Service Provider will promptly notify Customer if Service

Provider ceases to maintain, or anticipates the revocation or withdrawal, or are otherwise



challenged by any regulatory authority as to the status of Service Provider’s Privacy Shield
certification, or if Service Provider makes a determination that it can no longer meet our obligations
under Privacy Shield.

f.  Prior to Service Provider processing personal data to Customer and Customer’s users, Customer
agrees to obtain a legal basis, which may include consent, for the processing of personal data in
connection with the provisioning and use of Services. This Section (f) shall be in accordance with
Article 6 of the GDPR or other applicable Data Protection Legislation.

3. MISCELLANEOUS

In the event of any conflict or inconsistency between the provisions of the Agreement and this Addendum, the
provisions of this Addendum shall prevail. For avoidance of doubt and to the extent allowed by applicable law, any
and all liability under this Addendum will be governed by the relevant provisions of the Agreement, including
limitations of liability. Save as specifically modified and amended in this Addendum, all of the terms, provisions and
requirements contained in the Agreement shall remain in full force and effect and govern this Addendum. Except as
otherwise expressly provided herein, no supplement, modification, or amendment of this Addendum will be binding,
unless executed in writing by a duly authorized representative of each party to this Addendum. If any provision of the
Addendum is held illegal or unenforceable in a judicial proceeding, such provision shall be severed and shall be
inoperative, and the remainder of this Addendum shall remain operative and binding on the parties.

ANNEX 1: DETAILS OF PROCESSING OF COMPANY PERSONAL DATA
This Annex 1 includes certain details of the Processing of Company Personal Data as required by Article 28(3) GDPR.
Subject matter and duration of the Processing of Company Personal Data

Subject to Agreement, Service Provider will provide the Services for the duration of the Agreement, unless
otherwise agreed upon in writing.

The nature and purpose of the Processing of Company Personal Data

Service Provider will process all personal data governed by this Addendum as necessary to perform the Services
pursuant to the Agreement, and as may be further instructed by Customer in its use of the Services.

The types of Company Personal Data to be Processed

Where applicable, as users are voluntarily permitted, but not required, may create a personalized account. Those
accounts may collect the following limited personal data:

1. Name;

2. Email Address;

3. Password (in some cases); and
4. Security questions with answers.

The categories of Data Subjects to whom the Company Personal Data relates
Data subjects include Customer’s current end-users.
ANNEX 2: DETAILS OF PROCESSING OF COMPANY PERSONAL DATA

Description of the technical and organizational security measures implemented by the Service Provider in accordance
with the Addendum:

See attached Security White Paper.

White Paper: Information Security Practices
Introduction

Information Security (IS) is a priority at EBSCO Information Services (EBSCO). Our mission is to incorporate security
and risk management practices into our policies, procedures, and day-to-day operations within the organization. This
approach enables appropriate diligence to ensure adequate protection of information assets and systems.

EBSCO'’s IS practices and strategies provide controls at multiple levels of the data lifecycle, from receipt to access,
transfer, and destruction.

EBSCO is an international corporation producing products and services for customers across multiple markets. Our
approach and tools will accommodate variances in requirements based on market or locale. We are committed to the
confidentiality, integrity and availability of our information assets.



Information Security Policies & Management

EBSCO’s Information Security Policy stands as the core of our IS program. Policies address security-related topics
across the information asset lifecycle: from general policy roles — outsourcing security controls, change management,
data classification, data retention and disposal, paper and electronic media, and system configuration requirements —
to more specialized policies addressing anti-virus, encryption, backup, logging, and physical security controls. Our
policies are developed in conjunction with the EBSCO Chief Information Officer (ClO) as well as the Legal, EBSCO
Information Security and Business Continuity Management teams. The EBSCO IS office is responsible for maintaining
all of EBSCO’s information security policies, facilitating the development of processes for secure application
development and security assessments, and auditing current practices to ensure compliance with policy.

EBSCO’s Information Security team

The EBSCO IS team holds specific certifications (ISC2, SANS/GIAC) specializing in Information Systems, Intrusion
Analysis / Prevention, Incident Handling, Computer Forensics, in addition to having years of experience working with
industry security best practices.

Is responsible for developing a strategy and approach to achieve objectives consistent with EBSCO’s desired
information security posture. EIS InfoSec is also responsible for developing, facilitating and/or overseeing the
information policies, standards, guidelines, strategies and procedures; for conducting risk assessments; for managing
incidents, and for providing internal / external reporting.

Lastly, IS constantly evaluates the effectiveness of ongoing security operational processes and monitors compliance
for internal and external requirements. As such, a core component of our approach to protecting our information
assets is continuous training and awareness of information security policies and procedures across all levels of
personnel at EBSCO. As examples, EBSCO continues to mature its practices in the following areas:

On-boarding education of EBSCO'’s information security policies and practices
IS training and awareness based on roles and responsibilities, on handing and securing
information assets
Targeted information security discussion and presentations on security-related topics
IS team access and membership to information security communities and organizations such as
SANS, IAPP, BClI, DRI, etc.

e |S communications to EBSCO’s employee population regarding latest threats, practices,
guidelines, etc.

Information Asset Protection

EBSCO security policies provide a series of threat prevention and infrastructure management procedures, including
the following:

Incident Management

EBSCO has an incident management approach that ensures security issues are handled accordingly. This involves
ensuring incident response procedures are followed in order to contain or eradicate any threats or issues, taking due
diligence in investigating and reporting the incident, taking appropriate steps to recover from the incident, and, if
necessary, taking appropriate steps to escalate issues to senior management, law enforcement, or other key
stakeholders. Events that directly impact customers are highest priority.

Post-event assessments are conducted to determine the root cause for events, regardless of threat, to understand if
the causes are one-time, or trends, to adjust response or prevent recurrence.

Incident management procedures are exercised based on threat scenarios (e.g., insider threats, phishing, social
engineering, software vulnerabilities) as needed to ensure that processes are efficient and stakeholders understand
protocol.

Monitoring

EBSCO employs monitoring across its environments with multiple tools (a combination of open source and
commercial tools) to identify, track, monitor, and report on pertinent risks, vulnerabilities (e.g., host availability,
application response time, security events, etc.) Monitoring tools are set up to provide alarms and notices to EBSCO
staff, who review and assess system logs to identify malicious activity. Ongoing analysis across environments helps
identify potential threats for escalation to EBSCO IS staff.

Vulnerability Management

The EBSCO IS team scans for security threats using commercial, automated and manual methods. The team is also
responsible for tracking and following up on any potential vulnerabilities that might be detected. The team has the
capability to scan environments (both internal and external) and is updated on new systems within our environment.

Once EBSCO’s Technology and IS teams have identified a vulnerability, it is prioritized according to severity and
impact and remediated accordingly. The EBSCO IS team tracks risk and vulnerabilities until remediation.



Malware Prevention, Detection & Remediation

EBSCO uses multiple tools to address malware and phishing risks (e.g., firewalls, anti-virus, backups, automated and
manual scanning, end-user awareness). EBSCO’s IS team periodically evaluates new technologies to mitigate
malware and Advance Persistent Threats (APTs) to stay as protected as possible from these risks.

Network Security

EBSCO employs multiple layers of defense to secure information under our control, including protecting the network
perimeter from external attacks — allowing only authorized services and protocols to access EBSCO’s systems and
services.

EBSCO’s network security strategies, among other capabilities, include network segregation (e.g., production vs.
testing, DMZ, service delivery vs. corporate).

Application Security
EBSCO employs Next Generation and Application Firewall technologies to mitigate the latest threat and attack vectors
such as:

Zero Day exploits

Web application attacks (OWASP Top10)
“Brute Force” and “Low and Slow” attacks
Content scraping/harvesting
Phishing/Spear Phishing

Botnet/SpamBot activity

Known malicious sources/actors

EBSCO leverages these technologies coupled with commerecial threat intelligence feeds to create a comprehensive
solution to detect and mitigate targeted application attacks before they have a chance for success.

Logical System Access

EBSCO has controls and practices to protect the security of customer information and employees. EBSCO maintains
detailed logical access control security. Group access is used to grant employees access based upon their assigned
function and job responsibility.

Each system user is assigned a unique user ID and password, and users are required to enter their current password
prior to creating a new password.

Media Disposal

EBSCO utilizes a combination of internal processes and third-party vendors for media disposal. Destruction is based
on the information asset classification and retention requirements. Certificates of destruction are collected, as
required, from external third parties.

Logging Controls

EBSCO’s policies provide that all event logs must be collected and protected from unauthorized access. The viewing
of logs occurs only as required. The logs are further protected by a file integrity monitoring system that alerts the 1S
department of unauthorized access and modification.

Personnel Controls
EBSCO employees are required to conduct themselves in a manner consistent with the company’s guidelines
regarding confidentiality, business ethics, appropriate usage, and professional standards.

EBSCO will verify an individual's education and previous employment, and perform internal and external reference
checks. Where local laws or statutory regulations permit, EBSCO may also conduct criminal, credit, immigration, and
security checks. The extent of background checks is dependent on the desired position.

Upon acceptance of employment at EBSCO, all employees are required to execute a confidentiality agreement that
documents the receipt of, and compliance with, EBSCO policies.

At EBSCO, all employees are responsible for information security. As part of this responsibility, they are tasked with
communicating security and privacy issues to designated management in Technology, IS, and/or the CIO.

Physical and Environmental Security

EBSCO has policies, procedures, and infrastructure to handle both the physical security of its data centers as well as
the environment in which the data centers operate. These include:

Physical Security Controls
EBSCO’s data centers employ a variety of physical security measures. The technology and security mechanisms



used in these facilities may vary depending on local conditions such as building location and regional risks. The
standard physical security controls implemented at EBSCO data centers includes the following:

electronic card access control systems
intrusion detectors and alarms
computer inventory control

interior and exterior cameras

24/7 security guard access

Access to areas where systems, or system components, are installed or stored is segregated from general office and
public areas such as lobbies. The cameras and alarms for each of these areas are centrally monitored. Activity
records and camera footage are kept for later review, as needed.

Access to all data center facilities is restricted to authorized EBSCO employees, approved visitors, and approved third
parties whose job it is to operate the data center. EBSCO maintains a visitor access policy and procedures on
approvals for visitors, third parties, and employees who do not normally have access to data center facilities. EBSCO
audits who has access to its data centers on a regular basis.

EBSCO restricts access to its data centers based on role.
Environmental Controls

¢ Power and Utilities — EBSCO data centers have redundant electrical power which includes
backup generators as well as multiple utility providers, services, and systems. Alternate power
supplies provide power until diesel engine backup generators engage and are capable of providing
emergency electrical power, at full capacity, as needed, and the redundancy of our multiple oil
providers, geographically diverse, allows for continuous operation, if needed.

+ Climate Control — EBSCO maintains redundant cooling systems to control our data center
environments.

o Fire detection, protection and suppression — EBSCO fire protection systems include fire
alarms, automatic fire detection, and fire suppression systems. Should a fire arise in our data
centers, visible and audible alerts are activated and proper response is initiated, which include
automated response as well as the use of physical fire extinguishers located throughout our data
centers.



Jednorazova plna moc

Ja, nize podepsany:

Jméno a pfijmeni: Cary Bruce
Datum narozeni:

Trvale bytem:

z pozice jednatele spolegnosti:

Nazev spolecnosti: EBSCO Information Services s.r.o.
Se sidlem. Klimentska 1746/52, 110 00 Praha 1
IC: 496 21 823

zplnomocnuji timto pani:

Jméno a pfijmeni:
Narozena:
Trvale bytem:

ke videm jednanim a aktivitam jménem spolecnosti EBSCO Information Services s.r.o. vramci
jednaciho fizeni bez uverejnéni k vefejné zakazce s nazvem: ,Zajisténi elektronického informacniho
zdroje DynaMed Plus pro obdobi 2019-2020" jejimz zadavatelem je Univerzita Palackého v Olomouci,
se sidlem: Krizkovského 511/8, 771 47 Olomouc, zastoupena prof. Mgr. Jaroslavem Millerem, M.A.,
Ph.D., rektorem.

Obecna pravidla zastupovani jsou souéasti obtanského zakoniku. S odvolanim na tato ustanoveni
povefuji timto pani I take k podpisu vSech dokumentl, souvisejicich s timto jednacim
fizenim.

V Berliné dne 04.04.2019

Podpis — Cary Bruce
jednatel spolecnosti

Zplnomocnéni shora uvedené pfijimam v piném rozsahu.
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